
CASE STUDY

Large Enterprise 
Financial Services 
Company 

Introduction

This case study of a large enterprise financial services 
company is based on a December 2021 survey of PKWARE 
customers by TechValidate, a third-party research service. 
The profiled company asked to have their name blinded to 
protect their confidentiality.

Challenges

The business challenges that led the profiled company to 
evaluate and ultimately select PKWARE include experiencing 
issues with:

	■ PII in test environments

The surveyed organization has found it moderately easy to 
achieve or maintain PCI DSS compliance year over year. They 
must also comply with both HIPAA and SOX regulations.

Use Case

The surveyed company utilizes the following to achieve and/
or maintain PCI DSS compliance:

	■ PK Discovery

	■ PK Masking

Organization Profile

The company featured in
this case study asked to
have its name publicly
blinded because publicly
endorsing vendors is
against their policies.

TechValidate stands behind
the authenticity of this data.

Size: Large Enterprise 

Industry: Financial Services
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About PKWARE

PKWARE offers the only data 
discovery and protection solution 
that locates and secures sensitive 
data to minimize organizational 
risks and costs, regardless of 
device or environment. Our ultra-
efficient, scalable software is simple 
to use on a broad range of data 
types and repositories, enabling 
precise, automated visibility and 
control of personal data, even in 
the fastest-moving, most complex 
IT environments. With more than 
1,200 customers, including many 
of the world’s largest financial 
institutions, retailers, healthcare 
organizations, and government 
agencies, PKWARE continues to 
innovate as an award-winning 
global leader in data discovery, 
security, and compliance. To learn 
more, visit PKWARE.com.

Results

PKWARE specifically helps achieve and/or maintain 
PCI DSS compliance by:

	■ Removing sensitive data from the audit scope via 
remediation

	■ The surveyed organization has worked with 
PKWARE solutions to maintain PCI DSS compliance 
for 1 – 3 years.

	■ The surveyed organization is confident that 
their current cybersecurity setup can scale with 
company growth and can adapt to fit the updates 
involved in future PCI DSS updates.
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Validated

TechValidate
by SurveyMonkey

The support team has done a 

great job of keeping us

informed and the product has 

good functionality.


